
Latest update: 12/01/2021 

 

Privacy Policy 

This policy covers KidsE’s use of personal information collected when you use KidsE’s 

games, websites and related services we here collectively call ‘Services’. We cannot do all the 

things needed to make and run the Services by ourselves so we share information with third 

parties collectively called our ‘Partners’. This policy covers: 

• What data is collect and how it is collect and stored. 

• What the data is used for. 

• What you can do. 

 

Data we get automatically 

KidsE and its Partners collect data from its Services automatically from the device, cookies, 

the service itself or from other Partner services we use. The data can include: 

• Profile information – including specific images used to identify you in games. 

• Progress – data on your save file and unlocks. 

• Behaviour – information about how you interact with our Services. 

• Unique identifiers – this could be identifiers for devices and Advertising IDs. 

• Configuration – specifics such as browser used, language, general location, precise 

location (GPS if allowed) device type, version of software and operating system. 

• Demographic Data – such as your age range and interests, used for advertising and 

analytic grouping. 

 

Data from communication 

You may provide data to us for support purposes or when contacting us, in email and through 

social platforms like Twitter. This helps us communicate with you and sort out issues you 

may be having. This could be: 

• Unique identifiers – this could be identifiers for devices and Advertising IDs. 

• Configuration – specifics such as browser used, language, general location, precise 

location (GPS if allowed) device type, version of software and operating system. 

 

How your data is kept and accessed 

We keep the majority of data in your devices or in secure third-party services that use 

technical and physical security measures to protect your data from unauthorized access or 



against loss, misuse or alteration. Data from communication is secured locally. We also have 

the following procedures in place: 

• Limit staff access to data – only giving access to staff that have legitimate business 

use. 

• Encrypt data – to make data not identifiable. 

• Policy Reviews - regular reviews of our data security procedures. 

Our Services work globally and our Partners are also global. Your data can be transferred to 

anywhere in the world. Because different countries can have different data protection laws, 

KidsE and its Partners take steps to ensure safeguards are in place to protect your data when 

transferring it. 

We use Partners with a Privacy Shield certification and have contracts in place to enforce data 

is handled safely using industry-standard practices such as firewalls, encryption, password 

protection and access controls. 

Whilst we do our best to protect your data, when transmitting data to us, we cannot guarantee 

the security of that data. Any transmission is at your own risk. We do not actively monitor the 

security of all Services and need to rely on our Partners to notify us of any data breaches. 

 

How long data is kept for 

We will try to get rid of any data we don’t need and if you want us to remove your data, see 

the what you can do section. 

Data, such as game save files and your profile, that is needed to run the Service will be held 

for as long as you need our Services. Our Partners may have different policies on how long 

they keep data so we encourage you to use the links in the what Partners we use section, and 

review their privacy policies. 

Where we can, we aim to keep data for only 26 months unless it is needed to run the Service 

or if it is needed for “legitimate business interests”. Legitimate business interests means we 

need it to help with any legal issue that may come up, such as to resolve any issues with our 

agreements or to provide details of revenue for tax purposes. What the data is used for 

When either ourselves or our Partners use the data, we may group and segment it to make the 

data more usable. This can be data from different sources and is used to find patterns and 

trends. To provide great Services to you, we have a legitimate interest to collect and process 

necessary data. 

We may also disclose your data to comply with the law or to protect the rights, property or 

safety of us, our players or others. We will only disclose information with your consent where 

we are legally able. 

 

To improve our Services 



We want to make a great product for you and we need data to do that so we may monitor, 

analyse, profile and segment data to do this. This means we may group data and reference 

data to see if we can identify patterns. We use this data for things like adjusting the game 

difficulty, seeing and fixing a crash or to show you events based on your location. 

We use data to provide support with the Services in terms of issues specific to you, and 

answer questions you may have. 

We use data to save your status and preferences so the Service is tailored to you, for example, 

we make sure each time you play it is in the language of your choosing and ensure you can 

play from where you left off. Sometimes this means we have to make or update an account or 

profile for you. 

 

To make Services more social 

We believe some Services need to have social elements. Because of this, we may offer and 

link to other Partners social features to help you communicate with others. 

We may moderate chats either automatically or manually so we may need to monitor the use 

of the Service and its social features. 

Other users will be able to see things you have shared. 

 

Communicate with you 

We use your data to communicate with you according to your preferences, when we think you 

may need information about the Services we provide such as support messages and important 

updates. 

 

What you can do 

Child Protection Policy 

We do not knowingly keep or use personally identifiable data of children. If you are legally 

considered a child, do not provide any of your personal data to us. 

If we have mistakenly collected any data of a child, we will delete this data as soon as we can, 

so please let us know by emailing kidse@inartis.ch 

For parents or guardians, if you want to review or amend your child's information, ask to have 

it deleted, and/or refuse to allow any further collection or use of your child's information, then 

please send an email to kidse@inartis.ch. Please be sure to include your email address and a 

telephone number where we can reach you. To protect your child's privacy and security, we 



will take reasonable steps to help verify your identity before granting you access to the 

information that we collect and maintain about your child. 

 

Access to your data 

If you request, we will provide you a copy of your personal data in an electronic format. 

You also have the right to correct your data, have your data deleted, object how we use or 

share your data, and restrict how we use or share your data. You can always withdraw your 

consent, for example by turning off GPS location sharing in your mobile device settings. 

We will respond to all requests within a reasonable timeframe. 

Note that if you ask us to remove your personal data, we will retain your data as necessary for 

our legitimate business interests, such as to comply with our legal obligations, resolve 

disputes, and enforce our agreements. This may also affect our Services to you, for example, 

you may not be able to enter any competitions or make any in game purchases. 

Please make all requests to kidse@inartis.ch. 

 

Partner Opt-Out 

For individual partner opt-outs, please see the relevant privacy policies listed in the what 

Partners we use section. 

Note that like us, our Partners may retain your data as necessary for legitimate business 

interests, such as to comply with legal obligations, resolve disputes, and enforce agreements. 

Partner Opt-out’s may also affect our Services to you, for example, you may not be able to 

enter any competitions or make any in game purchases. 

 

Questions 

If you have any questions about the practices in this document, or about data protection, or if 

you want to resolve issues about your personal data please contact us through our games or by 

mail or email to kidse@inartis.ch 

 

Complaints 

If you are not satisfied with the way your query or complaint is handled by KidsE please let 

us know by emailing us at kidse@inartis.ch. If you are still unhappy, you may refer your 

complaint to your local data protection regulator. For example, in the United Kingdom this is 

the Information Commissioner’s Office. 



 

What Partners we use 

The Service includes features from our Partners, such as social media interaction tools. These 

Partners may access your data and operate under their own privacy policies as either 

controllers, or processors acting on our behalf. We encourage you to check their privacy 

policies to learn more about their data processing practices. 

• Facebook – https://www.facebook.com/about/privacy 

• Twitter - https://twitter.com/en/privacy 

• Unity Technologies - https://unity3d.com/legal/privacy-policy 

Apple and Google may also collect data when you use their app stores to install our Services. 

• Apple – https://www.apple.com/privacy/ 

• Google - https://policies.google.com/privacy 

 

Identifiers for Devices 

Our Services and Partners may use persistent identifiers such as IDFA, IDFV, advertising ID, 

MAC addresses, UDID, IMEI that are specific to a device. 

Inartis.ch may also collect your IP address. An IP address is a number that is used by 

computers on the network to identify your computer every time you log on to the internet. It is 

like your computers address. 
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